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Information governance and GDPR compliance is a complex area. Your organization will need to develop a VIG Policy to ensure that VIG work is GDPR compliant. 
Here are some suggestions on issues to consider when drawing up a VIG Policy.
· Does your organization have a data policy for safe storage (GDPR compliant) of client films? For example, using a central, secure data store?
· Staff who are training in VIG will be required to keep edited client clips, and shared review films, in order to show them in supervision, peer supervision, and for their Mid-Point Review and Accreditation.  This could require storage over a period of 12 months or more, depending on trainee progress.
· Does your organization have client consent forms (GDPR compliant), giving clear information about VIG in a way that clients can understand, including consent/withdrawal of consent for filming, storage, sharing, and clarity about deletion of VIG films?
· Does your organization consider client films to be part of the client record, which needs to be kept, or can films be deleted once the therapeutic intervention is completed? (Note that many organizations, including some NHS Trusts, are not requiring any long-term storage of client films.)
· Does your organization allow the VIG trainee/practitioner to give clients a copy of the edited film clips?
· Does your organization have a data policy for safe sharing of videos between the VIG trainee and their supervisor (in particular, if this is an external VIG supervisor)?
· Does your organization ensure that a trainee does not share any information that might identify a client within the supervisory/training process?
It is likely that you, or your Information Governance team, will need to do a Data Protection Impact Assessment. 
Details can be found here.


